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1 Introduction 

Recognizing the importance of protecting public 

safety and welfare, the General Assembly of the 

State of Vermont enacted Act 78. In Act 78, the 

“General Assembly finds that protecting public 

safety and welfare an essential function of State 

government and it is in the public interest to 

establish a statewide reliable, secure, and 

interoperable public safety communications system, 

comprising integrated 911 call-taking and regional 

dispatch systems, and to ensure that the system is 

equitably and sustainably financed and universally 

accessible by all persons throughout the State.”1 

The General Assembly created a temporary Public 

Safety Communications Task Force (Task Force) to 

oversee and manage all phases of the 

communications system’s development, design, 

and implementation2.  

Following the adoption of Act 78 in 2023, the Task 

Force identified the need to obtain a professional 

services consulting firm to serve as the technical 

consultant to assist the Task Force with providing 

expertise and recommendations.  

Mission Critical Partners, LLC (MCP) was selected 

by the State to provide system planning expertise. 

MCP worked closely with the Task Force and 

Televate, LLC, the State’s project management 

consultant, on the following: 

• A review of the existing governance 

models and communication standards 

• A complete and thorough inventory of all 

pertinent information related to dispatch services in the state (this document) 

• An analysis and evaluation of potential statewide public safety communications dispatch models  

• Preliminary and final design models 

• Support for the reports required for the State legislature 

Within the state of Vermont, there are 37 communications centers. Six of these centers are public safety 

answering points (PSAPs) that provide both 911 call-taking services for the Vermont Enhanced 911 Board as 

well as dispatch services for partner agencies. Twenty-five of the communications centers only provide dispatch 

 

1 Pages from H-0494 As Passed by Both House and Senate Official c114toc116.pdf 
2 Ibid. 

Figure 1: Vermont PSAP and Dispatch Center Locations 
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services for one or more municipalities, and six are out-of-state dispatch centers that provide dispatch services 

to some Vermont emergency responders. 

The approach of having a small number of PSAPs combined with a large number of dispatch-only centers is 

common among New England states. However, it is not considered an industry best practice due to the inherent 

transfers of 911 calls embedded in the public safety communications system. The strategy to navigate the 

challenges that Vermont faces with this model is to first fully understand the current emergency communications 

landscape within the state and to recognize stakeholder needs and concerns. Overcoming the identified 

challenges may then allow the State to build a cohesive and coordinated plan for a reliable, secure, and 

interoperable statewide public safety communications system.  

This is a challenging task that includes almost every aspect of today’s public safety ecosystem: 

• Communications center operations 

­ Continuity of operations (COOP)  

­ Training  

­ Staffing 

­ Policies and procedures 

­ Alternative response  

­ Governance agreements 

­ Supervisory and executive leadership 

• Wireless communications  

­ Land mobile radio (LMR) 

­ Commercial cellular, mobile data, and 

voice (including FirstNet) 

• Dispatch facilities (renovation/expansion 

versus new facilities) 

• Geographic information systems (GIS) 

• Technology (computer-aided dispatch 

[CAD]/records management system [RMS]) 

• Cybersecurity 

• Networking (redundancy and failover) 

• Budget and funding models 

 

MCP utilized a deep bench of subject-matter experts (SME) across all aspects of the firm to collect, compile, 

and produce this inventory and assessment report. These and other SMEs provided support to develop a 

statewide inventory and assessment of the 37 communications centers that provide 911 and dispatch services. 

This report includes an individual blueprint analysis and inventory for each of the 37 communications centers 

(Sections 4 – 6) as well as a comparison between national trends and insights alongside MCP’s findings 

(Section 3). 

This process was a collaborative effort of the Task Force, Televate, MCP, and PSAP and dispatch center 

stakeholders. Serving as the project core team for this engagement, the Task Force and Televate assisted MCP 

in its assessment by coordinating introductions, supporting data gathering efforts, and overcoming obstacles.  

MCP’s findings, articulated in Section 3, Trends and Insights, underscore the need for a collaborative approach 

to address the challenges faced by many communications centers, including staffing shortages, outdated 

technology, and limited resources. The report further highlights the importance of addressing the state’s 

fragmented wireless communications system and the need for robust cybersecurity measures to protect 

sensitive data and ensure the continued operation of critical communication systems. The information provided, 

although not complete because agencies did not provide the requested information or could not due to systems 

not being able to report the data, indicates that across all PSAPs and dispatch centers, 282 full time and 82 part 

time staff are employed that handle an average of 242,932 calls made on 911 lines (call)3 and 541,279 incidents 

 

3 “Call is a generic term referring to any request for public safety assistance, regardless of the media used to make that 
request. This term may appear in conjunction with specific media, such as “voice Call,” “video Call,” “text Call,” or “data-only 
Call” when the specific media is of importance….” https://kb.nena.org/wiki/Call 
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per year. Based on a number of variables highlighted throughout this inventory and assessment report, the cost 

for these services ranges between $27,169,576 and $34,556,502. These costs would increase by approximately 

$2,914,478 for a total of $39,688,422 if the recommended staffing adjustments to meet industry standards were 

implemented. This does not include the State’s costs for providing 911 call-handling equipment, Valcour 

computer-aided dispatch (CAD), or mandatory 911 call-taker training. 

MCP’s conclusion that the state's public safety communications system needs significant improvement is 

supported by several key areas of concern highlighted in the reports:  

• Lack of a cohesive statewide system 

• Operational inefficiencies and lack of strategic inclusion 

• Staffing shortages and inefficiencies 

• Training gaps and dispatcher health and wellness 

• Technological limitations and infrastructure issues 

• Lack of failover/backup capabilities 

• Fragmented public safety wireless environment 

• Cybersecurity vulnerabilities 

The content of this inventory and assessment report will be key to the next steps in this project, which include a 

series of planning workshops. The results of those workshops will further assist MCP in developing 

recommendations and a plan for a reliable, secure, and interoperable statewide public safety communications 

system that is: 

• Equitably and sustainably financed and universally accessible by all persons throughout the state, 

and 

• Enhances, strengthens, and builds upon previous efforts and initiatives. 

Addressing the findings in this report as part of the development of a system plan for the desired reliable, 

secure, and interoperable statewide public safety communications system will require a collaborative approach, 

involving stakeholders from various agencies and organizations. 

2 Inventory Framework Methodology 

During the inventory and assessment process, MCP focused on 12 factors, identified for each PSAP in 

Section 3, paying special attention to determining opportunities to achieve efficiencies that would mutually 

benefit the collective 37 communications centers as well as the field responders and communities they serve. 

To make practical and actionable recommendations toward the future state, MCP provided a high-level analysis 

regarding the current state of the PSAPs and dispatch centers that serve the state. These activities opened 

possibilities for the Task Force members, contracted vendors, and stakeholders to identify opportunities that can 

contribute to the recommendations regarding the creation of a reliable, secure, and interoperable statewide 

public safety communications system.  
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Each center was visited by two MCP staff between July 14, 2024, and September 21, 2024. Each half-day visit 

included a tour of the site as well as in-depth interviews guided by MCP’s proprietary Model for Advancing 

Public Safety® (MAPS®) tool (Section 2.2.1).  

The wireless communications environment in the state is very fragmented—with the state system and numerous 

local systems operating within each dispatch center area. MCP determined that there are a total of  radio 

sites within the state. Without knowing the path forward for wireless communications, MCP did not conduct radio 

site visits during this stage as it would have been impossible to know which sites could potentially be included in 

a future system. Once recommendations are made for possible paths forward, MCP could examine sites for 

feasibility if desired. 

Town Hall Meetings and Listening Sessions 

To provide for a comprehensive statewide vision that includes not only emergency communications personnel 

but also field responders, MCP, assisted by the Task Force and Televate, conducted four town hall meetings to 

meet with the state’s public safety community (see Appendix C for the schedule of the town hall meetings). The 

town hall meetings provided an opportunity for MCP to provide an overview of the overall project and an 

opportunity for the state’s field responders to provide information on the current emergency communications 

environment. At each town hall meeting, MCP sought to gain responders’ impressions of the state’s current 

dispatch environment by asking: 

• What is working well today? 

• What is not working well today? 

• What does a reliable, secure, and interoperable public safety system look like to you? 

The Task Force also sought to receive public input as well. MCP, assisted by Televate, conducted three virtual 

community listening sessions for the public (see Appendix C for the community listening session schedule). The 

community listening sessions were conducted in a similar manner to the in-person town hall meetings. An 

overview of the 911 system and the project were provided, followed by seeking input to the questions: 

• What is working well today? 

• What is not working well today? 

Both the town hall meetings and community listening sessions were recorded, with the recordings posted on the 

Task Force website.5 

Questionnaires 

To obtain the most information about each agency, while also maximizing the time spent onsite during data 

collection site visits and interviews, an agency questionnaire was created to obtain a vast amount of information 

for each agency. The questionnaire, developed in collaboration with the Task Force, collected 125 data points 

ranging from agency demographics to technology information to call processing and response statistics. 

Information regarding 911 statistics was provided to MCP separately. 

The questionnaire was sent to the 37 communications centers; all but the following completed the survey: 

 

 

5 https://dps.vermont.gov/committees-boards/communications  
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organizational leaders and dispatchers provided 

professional development opportunities? 

Operations, Policies, and Procedures — Do 

workloads and duty assignments reflect the operating 

environment, and do they align with industry 

standards and best practices? Are policies and 

procedures conducive to effective performance while 

limiting the communication center’s liability?  

Personnel — Is the communications center’s 

authorized number of full-time equivalent personnel 

within 5% of the level identified by a staffing 

assessment? Does the communications center 

meet national call handling standards? Is turnover 

minimal? Are open positions filled promptly? Does 

the communications center’s authorized strength 

reflect the current operating environment? Does the 

authorized strength enable the communications 

center to operate the shift schedule it prefers? 

Recruitment and Hiring — Does the recruitment 

program engage a broad spectrum of outreach 

sources and consider external influencers 

particularly those along municipal and jurisdictional 

lines? Is the communications center’s entry-level 

compensation competitive? Does the hiring process 

advance qualified candidates quickly? Does it place 

as much emphasis on the candidate’s skillsets as 

opposed to determining whether the candidate is a 

good cultural fit? Does it take too long to fill job 

vacancies?  

Training — Does the communications center’s 

training program align with or exceed state-level 

standards? Does the program align with or exceed 

national minimum training guidelines or standards 

developed by NENA6, APCO7, and NFPA8? Does 

the center experience a high failure rate among new 

employees? 

Leadership and Planning — Does the 

communications center have a strategic plan? Does 

it have COOP and disaster recovery plans? Is there 

a succession plan and communication plan for 

internal and external stakeholders? Does it have a 

effective personnel management and error 

reduction? 

Technology Systems — Is the organization using 

technologies that contribute to operational efficiency 

and not inhibit productivity and are kept current with 

end-of-life equipment being upgraded or replaced 

before it fails? Does the organization have service 

level agreements in place with vendors and are 

those vendors responsive? 

Response Alternatives — Are calls unnecessarily 

entering the communications center that could be 

managed outside of the traditional 911 or 10-digit 

line workflow? Are solutions in place to manage 

calls that may or may not require dispatch but 

involve repetitive or standard information that does 

not necessarily need call-taker contact to process? 

Are technology and novel solutions being 

considered or in place to manage calls that require 

response but not necessarily traditional services?  

Facilities — Does the organization’s facility 

provide an efficient, safe, and functional work 

environment that promotes system resiliency, 

employee satisfaction, and adequate space for 

optimal performance? 

Cybersecurity — Does the organization have 

physical and technological measures, as well as 

policies in place to improve cybersecurity 

protections? Does the organization proactively 

monitor its network and systems for unauthorized 

access? Are employee permissions sufficiently 

complex to reduce the organization’s cybersecurity 

risk? Does the organization have the organizational 

process and structure to actively manage the 

cybersecurity preparedness as risk and 

vulnerabilities evolve? 

 

6 National Emergency Number Association 
7 Association of Public Safety Communication Officials 
8 National Fire Protection Association 
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change management plan? Are leaders actively 

engaged with personnel? Are new leaders trained 

effectively or thrust into the role? Are leaders, 

including supervisors, trained for the responsibilities 

of their position? 

 

Since its inception, MCP has conducted hundreds of assessments of clients’ public safety communications 

landscape. These assessments were largely qualitative based on the experience and knowledge of our SMEs. 

Driven by a desire to introduce quantitative analysis into these assessments, MCP launched the MAPS 

methodology. The methodology—which is based on industry standards and best practices in addition to our 

collective expertise—enables officials to immediately discern and understand where their organizations stand 

regarding numerous factors. 

Question Set 

MAPS leverages a quantitative and qualitative question set, and the questions are weighted based on 

importance. For example, short- and under-staffed, minimum personnel per shift, persistent vacancies, ancillary 

duties, and low training completion statistics would be given greater weight than other factors when considering 

the ability to meet industry standards.  

Collaborative Interview 

In addition to the questionnaire results, MCP used the question set in collaborative interviews with an 

organization’s officials and stakeholders. Many questions are asked multiple times to uncover potential 

discrepancies in the provided answers. Follow-up interviews, where necessary, address disparities and dive 

deeper into questions for which officials and/or stakeholders may not have provided answers.  

Scoring and Blueprints  

A vital element of MAPS is a color-coded blueprint that illustrates the status of each factor that was assessed. 

The traffic light colors specify the following on a 10-point scale:  

• Green indicates factors that are at low risk and thus not in need of immediate attention (scores 

ranging from 7.1–10)  

• Yellow indicates those at medium risk (scores ranging from 4.0–7.0)  

• Red indicates factors that are at high risk (scores ranging from 0–3.9)  

The MAPS scoring and blueprint become the basis of a comprehensive picture of not only each communications 

center but also a holistic view of the state’s entire public safety communications ecosystem. The blueprint will 

help guide decision-making to determine where efforts and resources need to be placed to shore up areas of 

weakness statewide and develop specific strategic options for addressing the intent of Act 78.  

2.2.2 Wireless Network Assessment 

MCP’s wireless SMEs engaged in a multi-pronged data collection approach. Staff members traveled to Vermont 

on multiple occasions and met with stakeholders, including staff from the Vermont Department of Public Safety 

(DPS) Radio Technology Services (RTS) unit and local radio shops that maintain most of the local LMR 

systems, and attended town hall meetings. Data was also collected from the online survey disseminated to each 

communications center, as well as from publicly available information from the Federal Communications 

Commission (FCC) website. MCP also leveraged State-collected data from the State’s website concerning 

cellular drive coverage testing. 
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­ With the exception of the six PSAPs and one out-of-state center that provide 

EFD, EMD, and EPD, the remaining 30 (81.1%) do not directly provide 

these services and would have to contact one of the seven centers should 

EFD, EMD, or EPD be needed for calls not originating at a PSAP. 

­ Not including overflow or training workstations, there are a cumulative 116 

primary workstations that are being maintained by the State or local 

agencies. 

­ Ten-digit line volume exceeding the 911 line volume only impacts the 

PSAPs and is not calculated for the dispatch centers. Only one of the six 

PSAPs reported its incoming 10-digit line volume, which exceeds the 911 

line volume. Based on industry experience, MCP assumed that the 

remaining five would report the same. This can be updated should the data 

be provided.  

­ Budget information was not provided by 15 communications centers. To 

accommodate, when calculating average budget assumptions, the PSAPs 

and dispatch center averages were calculated separately to account for the 

increased budgets necessary to accommodate both call taking and 

dispatching functions. Total budget rough orders of magnitude (ROMs) 

range between $20,810,384 and $39,688,422 (see Trends and Insights 

Finance section for further details). 

• Based on those centers reporting information, allowing the calculation of cost 

per variable, the average cost per 911 call17, incident, and population (range) 

across the state is $55.95, $54.71, and $35.53 to $73.72, respectively. The 

highest cost per call, incident, and population reported are $60.59, $90.58, and 

$146.47. 

• Across the 31 centers reporting their staffing numbers, a cumulative 282 full-

time dispatchers are authorized. Nineteen centers reported being authorized to 

use part-time, which currently totals 82 dispatchers. 

­ Across the 23 centers that provided information, allowing recommended 

staffing calculations, a total of 66 additional FTEs are recommended to meet 

national staffing standards. 

­ Current vacancies across the reporting centers totals 30 openings (11.7%). 

When including staffing recommendations, this rises to 96 (27.6%). 

 

 

17 Based on the graphic in Appendix B, the only costs considered when a caller uses 911 (911 call) to request assistance are 
the costs associated with the activities contained within the red dotted lines that encompass either single or two stage call 
handling. 
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resources, and the absence of formal policies and procedures. These issues 

can impede effective decision-making, strategic planning, and the overall 

functionality of communications center operations. 

• The governance and organizational structures of Vermont communications 

centers showcase a mix of strengths and weaknesses. While some agencies 

benefit from strong leadership and robust strategic planning, others struggle with 

limited vision and inadequate governance frameworks. This disparity highlights 

the need for ongoing efforts to improve governance models and organizational 

capacity to ensure the long-term sustainability and effectiveness of 

communications center operations. 

• The landscape of governance and organizational structures within 

communications centers is characterized by diverse practices and approaches. 

Addressing disparities in funding, promoting standardization, and enhancing 

leadership capabilities are critical steps toward building a more effective and 

equitable emergency response system. A concerted effort to address these 

challenges will better position communications centers to meet the evolving 

needs of their communities and ensure operational excellence. 
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that effectively navigates the political landscape to secure funding for critical 

initiatives. In contrast, other agencies struggle to influence budgetary decisions, 

often facing challenges in securing the resources needed to maintain or improve 

operations. This inconsistency underscores the importance of cultivating skilled 

leadership to advocate for the financial needs of communications centers. 

• Cost-sharing has emerged as a potential solution to address financial 

challenges, particularly in the context of regionalization. The idea of distributing 

the cost of infrastructure and services fairly among all agencies within a region 

is seen as a promising strategy, especially for smaller agencies that may 

struggle with limited resources. This approach could help reduce financial 

burdens while promoting collaboration and resource optimization. 

­ Onsite interviews revealed that assistance for PSAPs and/or dispatch 

centers that wish to regionalize is desirable and would be highly beneficial 

financially. Neighboring states, as well as some states nationwide, have 

implemented funding mechanisms (including grant programs) to provide a 

percentage of the funding for these efforts. For example, Massachusetts 

provides 100% of funding for implementation and 100% of budgetary costs 

for the first three years. 

­ Similar mechanisms could be considered by the state for agency 

consolidations also. 

• Examining fiscal efficiency is another critical focus area, with a particular 

emphasis on the cost per call. This metric measures the expense of delivering 

services on a per-call basis, including both 911 and 10-digit line calls (dispatch 

centers). The same calculation has also been  applied on a per incident as well 

as on a per-capita basis to provide additional insights into the financial efficiency 

of operations. Such analyses can inform efforts to streamline costs and ensure 

that resources are allocated effectively across the communications center 

network. 

• Achieving equitable funding across the state has emerged as a significant focus. 

The current funding model is often described as a "patchwork" system, where 

agencies contribute to the state infrastructure without always receiving 

proportional benefits. There is a clear desire for a unified, statewide funding 

mechanism that ensures a baseline level of resources for all agencies, with the 

flexibility to scale up funding based on individual agency needs. This approach 

aims to address disparities and create a more sustainable financial foundation 

for communications center operations. 
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toward creating a more resilient public safety network. However, the varying 

levels of leadership support and influence on budgetary decisions present 

obstacles. Some agencies benefit from leaders who effectively advocate for 

funding, while others struggle to secure the necessary resources, reflecting a 

need for stronger leadership development across the sector. 

• Approaches to change management also vary. While some agencies have 

formalized policies that provide structured guidance during periods of change, 

others rely on informal methods, such as email communication or staff 

meetings. This inconsistency can hinder the effective implementation of new 

initiatives and adaptations to evolving demands. 

• Overall, the leadership and planning landscape in Vermont communications 

centers reflects significant variability. While some agencies demonstrate strong 

leadership and strategic planning, others face notable challenges in these 

areas. Addressing these disparities through targeted training, enhanced 

collaboration, and more consistent planning practices will be critical to ensuring 

the long-term sustainability and effectiveness of communications center 

operations. 
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• The demanding nature of the job, coupled with the high-stress work 

environment, contribute to dispatcher burnout and attrition. These factors 

highlight the urgent need to reevaluate compensation, benefits, and work-life 

balance to attract and retain qualified personnel. Without addressing these 

foundational issues, the sustainability and effectiveness of dispatch services 

remain at risk. 

• Efforts to mitigate these staffing challenges are critical to the success of a 

reliable, secure, and interoperable statewide public safety communications 

system. Strategies aimed at improving recruitment and retention, while also 

enhancing employee well-being, are essential for building a resilient workforce 

capable of delivering efficient and effective dispatch services. Investments in 

professional development, wellness programs, and competitive compensation 

packages could play a pivotal role in reversing workforce trends. 

• The personnel trends across the communications centers in Vermont are varied. 

Some agencies, like Colchester, have experienced a period of stability with full 

staffing for seven months, the longest they have been fully staffed. However, 

they are still actively interviewing for a sixth position. 

• The competition for dispatchers is often from local agencies, which may offer 

better salaries and/or work-life balance, or federal jobs. Some agencies, like 

Colchester, have a harder time hiring officers than dispatchers. 

• The personnel trends in Vermont communications centers present a mixed 

picture. While some agencies have achieved stability, others continue to grapple 

with understaffing and high turnover rates. The competition for qualified 

dispatchers remains intense, prompting agencies to explore innovative 

strategies to attract and retain talent. These efforts are essential for ensuring 

effective and reliable public safety communications. 

• Recruitment and hiring practices also vary significantly across Vermont’s 

communications centers. Some agencies have established well-defined 

programs, while others rely on more informal approaches. A common trend is 

the use of social media platforms such as Facebook and Indeed to post job 

openings and reach a broader pool of candidates. This strategy allows agencies 

to leverage technology to connect with potential hires more effectively. 

• Another trend is the emphasis on self-elimination, where agencies provide 

detailed information about job requirements and expectations upfront. This 

practice enables candidates to assess their suitability for the role, helping to 

streamline the hiring process by reducing applications from individuals unlikely 

to succeed in such demanding positions. 

• Despite these innovations, challenges in recruiting and hiring persist. Many 

agencies struggle with staffing shortages, limited resources, and the absence of 

formalized policies and procedures. These obstacles hinder their ability to 

implement consistent and effective hiring practices, further exacerbating 

workforce instability. 
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• Overall, the recruiting and hiring trends in Vermont communications centers 

reflect a mix of progress and ongoing challenges. While some agencies have 

made strides in developing and implementing effective programs, others are still 

refining their approaches. Continued improvement in these areas is critical to 

building a strong, resilient workforce capable of delivering high-quality dispatch 

services across the state. 

• During onsite interviews, staff expressed a desire to be classified as 

telecommunicators, regardless of employment at a PSAP or dispatch center. 

­ This may require a legislative update to reclassify PSAP and dispatch 

center staff as public safety professionals; the Task Force should consult 

State legislative representation for clarification. 
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Operations, 

Policies and 

Procedures 

National Trends and Insights –  

Having an operational state that aligns workload and duty assignments with policies 

and procedures reduces agency liability. Policies, training, and efficiencies must exist 

that support the various roles, duties, and focus of the communications center. 

Routinely assessing the tasks and expectations of each communications center role, 

analyzing workload to identify the appropriate number of staff, and reducing—if not 

eliminating—all non-communications center functions (ancillary duties), should be in 

the forefront to create a favorable workload and avoid inherent risks. 

In emergency communications, many communications center supervisors and 

telecommunicators are often overburdened, especially in centers with only one 

dispatcher on duty at a time, where they must juggle multiple responsibilities. NFPA 

1225 emphasizes the importance of having more than one telecommunicator on duty 

to ensure effective operations. NFPA 1225 15.3.1 states: “There shall be a minimum 

of two qualified telecommunicators on duty and present in the communications center 

at all times.”18  

This highlights the need for agencies to maintain sufficient personnel to meet 

performance objectives, allowing flexibility to adjust staffing based on call volume, 

community needs, and operational demands. Insufficient staffing can overload 

already overworked personnel, potentially compromising critical tasks essential for 

communications center functionality. 

Further, in regard to utilizing communications center staff for other nonemergency 

purposes (e.g., lobby window duties), NFPA Section 15.3.1.2 states: “Where 

communications systems, computer systems, staff. or facilities are used for both 

emergency and nonemergency functions, the nonemergency use shall not degrade 

or delay emergency use of those resources.”19 

Larger communications centers can separate call-taker functions from dispatch 

functions and, in some instances, even separate 911 and administrative-line call-

taking and other nonemergent functions—either by creating new positions or 

engaging AI solutions. 

 

State Trends and Insights –  

The operational trends among Vermont communications centers highlight a dynamic 

landscape of challenges and opportunities. A significant issue across many centers is 

the lack of well-defined succession plans and standardized training programs, which 

has led to inconsistencies in operations and leadership transitions. 

• Agencies report that outdated technology and the use of the Valcour “CAD” 

system, continues to hinder efficient dispatching and data analysis, further 

complicating operational effectiveness. This may be, in part, a result of a break 

down in information dissemination via existing communications methods (e.g., 

monthly Valcour program managers meetings, availability of on-line training). 

 

18 National Fire Protection Association. (2022). Standard for Emergency Services Communications. 
19 Ibid. 
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▪ While dispatchers from dispatch centers may attend the state’s training, 

it may not meet their needs as it is primarily focuses on 911-specific 

topics including EMD certification and the use of APCO protocols. 

▪ The Enhanced 911 Board does not have purview over dispatch 

operations and does not provide call-handling protocols to non-PSAPs 

and does not State-certify non-PSAP personnel in EFD, EMD, or EPD. 

­ There is no statewide requirement for dispatcher certification at this point. 

▪ During onsite interviews, dispatch center staff from multiple centers 

showed an interest in a State mandate that requires all dispatchers 

within the state, including dispatch center staff, to obtain a basic 

statewide training certification that includes 911 call taking and incident 

dispatching skills and processes.  

­ Certified personnel are required to complete 12 hours of continuing 

education annually and recertify their cardiopulmonary resuscitation (CPR) 

certification bi-annually. 

▪ The certification/recertification requirements are specific to 911 call-

takers and so do not extend to the dispatch centers; however, three 

dispatch centers indicated that they voluntarily follow the State 

requirements. 

▪ Three additional dispatch centers do not follow the state 911 

certification requirements but stated they do certify their training staff 

through the State’s certified training officer (CTO) program. 

­ Absent mandated recertification and continuing education requirements for 

certified 911 call-takers, most agencies—PSAPs and dispatch centers 

alike—do not include budgetary funds that allow for outside training/career 

development opportunities. 

­ There was a desire articulated during onsite interviews to standardize and 

formally memorialize all training statewide to ensure a standard/minimum 

level of service is provided to all citizens and field responders throughout 

the state. 

• Access to professional development opportunities, including leadership training, 

is often limited by budget constraints and staffing levels. 

• Training programs for dispatchers in Vermont vary significantly in terms of 

standardization, comprehensiveness, and certification. Some dispatch centers 

adhere to national standards like APCO certification, requiring specific training 

hours and ongoing professional development. 

• There are a variety of training methods throughout the state: 37.9% of centers 

have a formal training program; 40.5% of centers utilize an internally developed 

or informal programs21; 21.6% of agencies indicated no training program. 

 

21 Informal programs are often based on adaptations of state-provided training or models like the San Jose model (more 
commonly referred to as the Field Training Officer [FTO] program). 
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Quality Assurance 

and Performance 

Management 

National Trends and Insights –  

Performance management, including QA, provides for holistic organizational success 

and includes everyone in a communications center from telecommunicators to 

managers and directors. The process is cyclical and is a means to assure that 

everyone understands their respective roles and responsibilities, has the resources 

to complete them, be successful, and meets expectations. 

Key Performance Indicators (KPIs)—such as abandoned call rate, 911 call wait 

times, pick up to queue, queue to dispatch, non-emergency call-wait times, and total 

call processing times—can all be used to measure communications center 

performance. 

QA is another way the performance management cycle can be applied. According to 

the American Society for Quality (ASQ), QA is “part of quality management focused 

on providing confidence that quality requirements will be fulfilled.” In a 

communications center, this equates to “all actions taken to ensure that standards 

and procedures are adhered to and that delivered products or services meet 

performance requirements.”  

Other KPIs should be integrated into a QA program to monitor and improve the 

overall performance of personnel and the communications center. It is important to 

establish a standardized QA and effective feedback process for telecommunicators. 

This is a best practice that can identify areas that are consistently meeting agency 

expectations and those that are falling short. It can often be difficult for smaller 

centers to proactively perform QA and monitor other performance metrics because of 

limited support staff. 

Where agencies are unable to meet the monitoring of 2% of all calls—due to that 

number being overly burdensome on staff or not having staff to perform QA—NFPA 

1225 Section 5.3.1 also states the “Agency shall ensure a sufficient number of case 

reviews are conducted for both call-taking and radio dispatch responsibilities of a 

telecommunicator.”22 AI supported innovation is also spurring the development of 

applications that can automate the QA process. 

 

State Trends and Insights –  

The QA and performance management trends across Vermont communications 

centers are varied, with ten agencies reporting they have well-defined programs and 

17 did not. However, the site visit interviews established that there may be confusion 

of what constitutes a structured QA program, relying on informal practices or a 

complaint workflow rather than QA. 

• QA practices in Vermont's communications centers are primarily reactive, often 

triggered by complaints rather than proactive monitoring: 50% of agencies have 

reported no QA or performance management program (formal or informal).  

 

 

22 National Fire Protection Association. (2022). NFPA 1225: Standard for emergency services communications systems 
(2022 ed.). National Fire Protection Association. https://www.nfpa.org 
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users to adopt workarounds, such as using notepad for CAD notes or external 

spreadsheets for data analysis, increasing workload and frustration for 

dispatchers. If it is shown that agencies are misinformed about Valcour’s 

capabilities, this reinforces the finding that there is a need to improve 

communication within the public safety communications community. It also 

suggests that information discussed within the Valcour users group is not 

effectively reaching the end users, further identifying a need for improved 

communication and presenting an opportunity for training, or both. 

• Compounding these issues is the fact that most Vermont communications 

centers are micro or small operations, typically with fewer than two workstations 

and responsible for tracking only a few field personnel at a time. For such 

agencies, a fully functional cross-disciplinary CAD system might be excessive 

for their needs. However, even a scaled-down CAD solution with functionalities 

that are viewed to equally serve law enforcement, fire, and EMS could vastly 

mitigate stakeholder frustration, improve efficiency and reduce dispatcher 

workload compared to Valcour. 

• Beyond the Valcour system, which stakeholders brought up at every 

engagement event, technology trends across Vermont communications centers 

are characterized by a mix of modernization and setbacks. While some 

agencies are making strides in updating their equipment and adopting new 

technologies, others are struggling with outdated tools, limited resources, or a 

lack of technical expertise. Additionally, currently a critical gap exists with the 

transfer of automatic number identification (ANI)/automatic location identification 

(ALI) information from Vermont’s 911 CHE (provided to PSAPs only) to some 

systems, which hinders efficient information sharing and disrupts workflows.  

­ While requests for ANI/ALI information to be transmitted from the 911 CHE 

to Valcour had not been made previously, the feasibility is now being 

discussed with the appropriate vendors and authorities. 

• Fourteen agencies report using some level of FSA to dispatch fire/EMS 

resources, including: 

­ Tone/voice paging 

­ Active (formerly known as Active911) 

­ Bryx Station Alerting 

­ U.S. Digital Designs Phoenix G2 

­ Zetron paging system 

­ RapidSOS 

• Overall, while some agencies are modernizing their technology infrastructure, 

others face significant barriers to keeping pace with advancements. Continued 

investment in technology tailored to the specific needs of Vermont 

communications centers is essential to promoting efficiency, reliability, and 

effectiveness of dispatch services across the state. 

• Agencies, both in- and out-of-state, reported cross-state informational 

sharing/exchange constraints. This leads to operational difficulties when 

dispatching agencies in or from neighboring jurisdictions. Technical restraints 
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could be removed or lessened to improve situational awareness with all in- and 

out-of-state entities. 
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Facilities 

National Trends and Insights –  

The public safety communications industry classifies communications centers in two 

ways—the number of equipment positions or the number of operational personnel. 

• The National Highway Traffic Safety Administration’s (NHTSA) National 911 

Program groups communications centers into five sizes based on equipment 

positions as micro (1 – 2), small (3 – 5), medium (6 – 20), large (21 – 49), mega 

(50+). 

• According to standards established by the Commission on Accreditation for Law 

Enforcement Agencies, Inc. (CALEA), APCO Project Retains groups 

communications into three sizes based on personnel – small (1 – 15), medium 

(16 – 75), and large (76+). 

Given the advancement in technologies and infrastructure, the goal in facilities 

design today is redundancy and resiliency. Purpose-built public-safety facilities are 

typically heavy users of mission-critical technologies and enterprise-level IT systems 

and equipment. These critical systems, along with typical facility infrastructure (e.g., 

heating, ventilation, and air-conditioning [HVAC] systems, generators, and building 

automation systems [BAS]) are more vulnerable to cyberattacks today. National 

trends for facility design include not only improvements in physical security for the 

facility and infrastructure, but also improvements in cybersecurity.  

Another trend centers around telecommunicator health and wellness. When 

designing and constructing communications centers, workforce wellness is a top 

consideration that, when applied thoughtfully, can improve recruiting and retention. 

Successful wellness design is multifaceted, including but not limited to the following:  

• Architectural design — Ensuring that the operations room has proximity to food 

preparation, filtered water, and restroom facilities. 

• Windows — Natural light from north-facing windows allows the body to adjust to 

the Circadian rhythms. This affects personnel physically, mentally, and 

behaviorally following a 24-hour cycle. 

• Mechanical systems — High-efficiency particulate air (HEPA) filtration, shut-off 

ventilation, and touchless fixtures mean less transmission of viruses. 

• Healthy areas — Properly equipped stress-reduction, lactation, and workout 

rooms matter, as do outdoor green spaces. 

• Furniture — Reduce the likelihood of a multitude of ailments by filling your new 

facility with antibacterial surfaces, 24/7 ergonomically designed chairs, sit/stand 

desks, and more. 

• Sight and sound — Reduce eyestrain and stress-triggers by leveraging building 

design and smart technology choices, and do not neglect natural light and 

outdoor space. 

• Extra mile — Companion animals are proven to reduce stress and elevate 

mood; hundreds of facilities across the country have incorporated such animals 
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• A small subset of dispatch centers may lie within a registered flood plain. As 

PSAPs and dispatch centers look toward possible consolidation and/or 

regionalization efforts, an evaluation of existing facilities must include a threat 

and hazard identification and risk assessment (THIRA)—or similar process—to 

identify possible natural, human-made, and technological hazards that may 

potentially affect a given location. This process would identify if an agency 

proposed as the host agency for a consolidation or regionalization effort lies 

within a recognized flood plain and, if so, what efforts would need to be 

undertaken to protect the facility from future floods. If a consolidation or 

regionalization effort identifies that a new facility should be constructed to house 

this future entity, as part of the construction site selection process, sites that are 

obviously within a flood plain should be eliminated from consideration if 

possible; this is the best practice across the public safety communications 

industry. 
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State Trends and Insights –  

The public safety wireless environment within Vermont is fragmented across 

technology platforms and frequency bands. Likewise, due to the rural nature of the 

state and the mountainous topology, commercial cellular coverage is not robust 

across the state as reported by stakeholders.  

• While there are some digital, P25-compliant LMR networks, most systems 

operating do so in analog mode in either the ultra-high frequency (UHF) band or 

the very-high frequency (VHF) band, with the vast majority of law enforcement 

agencies operating in UHF and the vast majority of fire and EMS agencies 

operating in VHF.  

• The state system, which is the system primarily used by the VSP and the Fish 

and Wildlife Department, currently operates in analog UHF and VHF, but plans 

are underway to upgrade to a 10-zone digital simulcast system. The state 

system provides for a very good microwave backhaul system that could be 

leveraged for future, more robust statewide communications. The State also 

currently operates the VCOMM system, which is a statewide system established 

primarily for interoperability utilizing national UHF and VHF interoperability 

channels. There are challenges with the VCOMM system, which renders its 

current utility questionable. 

• The State currently has a statewide public safety communications governance 

structure in place—the Emergency Communications Advisory Council—

however, it is understood that it is not active at this time. The State currently has 

a statewide interoperability coordinator (SWIC) assigned to the DPS RTS. The 

SWIC should be an integral part of the statewide public safety communications 

governance.  

• Additionally, the statutory environment currently creates confusion and 

complexity as to the process of executing memoranda of understanding (MOU) 

between state and local government entities to share infrastructure. In speaking 

with RTS staff, they related the challenge is determining who within state 

government has the authority to develop and execute an MOU. Apparently, it 

falls either between the Attorney General or the Governor’s Office; it has also 

been delegated from the Governor’s Office to IT, but even finding a contact 

person for MOU development has proven challenging. The sharing of 

infrastructure is a key component to establishing a more robust and efficient 

public safety communications environment. 

• The Vermont Community Broadband Board (VCBB) under the Department of 

Public Service is administering the State’s participation in the program. The 

state is in line to receive approximately $229,000,000 in funding for deployment 

of infrastructure to support high-speed internet service to unserved and 

underserved areas. In addition to this fiber-optic infrastructure, Vermont also has 

existing fiber across the state, some of which could potentially be utilized in 

support of a future public safety communications system. 
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• According to the Cybersecurity Maturity Report 2023, the average cybersecurity 

maturity score across various industries was 2.4 out of 5. This places Vermont 

, presenting an opportunity to refine key areas and 

aim to meet or exceed industry standards. These national trends are on par with 

the public safety sector as well. 

• Asset Management –  

 

. Without a clear understanding of what hardware and software 

components are in use, where they are located, and their status, it becomes 

challenging to ensure security, compliance, and operational efficiency. This gap 

presents an opportunity to build more comprehensive asset inventories that 

capture detailed information about all physical and virtual assets. These 

inventories should include attributes such as asset type, location, ownership, 

lifecycle status, and configuration. Additionally, implementing automated 

detection and monitoring systems can provide real-time insights into changes or 

anomalies in the asset environment.  

• Continuous Monitoring –  

. By adopting centralized monitoring 

solutions and refining incident escalation processes, situational awareness and 

responsiveness can be enhanced. 

• Data Privacy – Data privacy shows a relatively stronger foundation, reflecting 

effective data governance practices. However, staying aligned with evolving 

privacy regulations through regular updates is crucial to maintaining compliance 

and security. 

• Proactive Security Measures – Agencies are placing greater emphasis on 

proactive strategies, including continuous monitoring, automated threat 

detection, and integrating cybersecurity practices into daily operations, to better 

anticipate and address emerging cyber threats. 

• Data Privacy Compliance – With stricter data protection regulations, there is a 

strong national push for robust data privacy practices, aligning well with the 

State’s relatively higher score in this domain. 

• Third-Party Risk Management – As supply chain attacks become more 

common, there is a growing emphasis on evaluating and mitigating risks tied to 

third-party vendors. Strengthening this area can help reduce vulnerabilities 

associated with external partnerships.  
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7 Wireless Communications 

A brief overview of the wireless communications assessment is provided below. The full report is provided in the 

Wireless Communications Report companion document. 

The public safety LMR environment within Vermont contains a mixture of analog VHF, analog UHF, and digital 

P25 UHF systems, plus a very small amount of 800 megahertz (MHz) analog. In general, with a few exceptions, 

law enforcement operates in the UHF band and fire and EMS operate in the VHF band.  

Operating in mixed technology modes and multiple RF bands can create significant interoperability issues by 

inhibiting agencies on different systems from communicating directly with one another. 

DPS RTS provided a great deal of information concerning the overall LMR environment within the state, and 

specifically for the current UHF/VHF analog system that RTS operates and maintains. RTS currently wants to 

add ten sites to the system utilizing a Community Oriented Policing Services (COPS) grant from the United 

States Department of Justice. RTS also wants to move to a digital system utilizing ten simulcast zones aligned 

within each of the ten current VSP zones. 

MCP collected all required data from RTS to perform propagation studies for the current state system. Most of 

the local systems are maintained by local radio shops, with most systems maintained by either Burlington 

Communications or Radio North. Attempts were made to obtain requisite data to develop propagation maps 

including site locations, transmit and receive antenna heights, and effective radiated power (ERP). MCP learned 

that this information is not readily available and would take significant effort to obtain; extensive propagation of 

local systems was not possible. MCP is open to conducting further propagation modeling of local systems if the 

requisite data can be made available. 

MCP collected publicly available information from the FCC concerning the licenses. Conducting propagation 

maps from this data is not entirely reliable as information may have changed and not be reflected on the current 

license; MCP discovered licenses that indicated they had actually expired. In addition, receive antenna 

information is not contained in the license data so propagation can only be conducted for outbound traffic from 

dispatch and not inbound.  

Even in the absence of propagation maps, feedback from the surveys and town hall meetings revealed that 

there are a large number of areas across the state with LMR coverage deficiencies. In addition to coverage, 

users reported experiencing interference issues, which is a common problem in the VHF band if the channels 

are not very closely coordinated. Vermont has the additional problem of proximity to Canada, where some of the 

same frequencies are in use in Quebec province and the city of Montreal, which will cause interference to 

Vermont users.  

MCP was unable to define precise boundaries for the dispatch centers across the state as it is not uncommon 

for multiple dispatch centers to serve an individual town for dispatching emergency resources. Some towns are 

served by three different dispatch centers—one to dispatch law enforcement, another to dispatch fire services, 

and a third to dispatch EMS.  

MCP found that there are currently 122 VHF channels in use across the state where each channel is utilized by 

only one agency and 235 other VHF channels in use across the state that are shared by multiple agencies. 

There are currently 243 unique UHF channels licensed to individual entities. Unlike VHF, where there is a high 

number of shared channels across the state, only 34 UHF channels are shared by multiple agencies. 

MCP obtained data from the FCC on the number of fixed radio sites within the state. After scrubbing the data to 

remove duplicate entries, entries from outside the state, etc., MCP determined there are 986 fixed radio sites 
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staff, the system, as currently situated, does not provide a practical platform for communications for a variety of 

reasons (explained below). From a background perspective. MCP provides a high-level explanation of the 

assignment and use of RF channels for public safety. 

In this country, the FCC is responsible for regulating the use of RF spectrum. RF is divided into a number of 

spectrum bands that are utilized for a wide variety of purposes. Public safety has been allotted RF spectrum in 

the VHF, UHF, and 700/800 MHz bands for use in LMR. Whenever public safety implements an LMR network, 

one of the first issues to be addressed is determining the frequency band the system will use, and then a 

process is begun to identify specific channels within that band that can be used. Once potential channels have 

been identified, a coordination effort must occur to ensure the use of those channels can be utilized on the 

system in accordance with the system design without causing interference to other licensed users of the same 

channels. This coordination effort must also take place with Canada for geographic regions of the U.S. that fall 

north of what is known as Line A. Line A is a virtual line that was established as part of an agreement in 1965 

that spans the country from Washington state to Maine and is approximately 75 miles south of the Canadian 

border. In Vermont, approximately the entire northern half of the state falls north of Line A. The VHF band is not 

as well organized as far as channel spacing and other characteristics as the 700/800 MHz band is, and 

therefore it is subjected to more interference than the other bands.  

Additionally, the propagation characteristics of VHF due to its larger wavelength than the other bands allow it to 

have a range of transmission greater than the other bands, especially over mountainous terrain. This 

characteristic enhances the potential for interference within the band caused by interfering signals from distant 

transmitters. To license channels for the system for use north of Line A, many sites within that geography have 

to use directional transmit antennas, which restricts the transmissions to a specific sector that does not radiate 

toward Canada. Additionally, many base stations have to be set to transmit at a very low power output of 5 

watts. In an ideal system, the transmit antennas utilized are omni antennas, which broadcast in a 360-degree 

radius of the site and the power output would be set at 100 watts. This current VCOMM system configuration 

greatly reduces the coverage footprint of the system.  

The last item concerning interference is that the State has licensed and configured the system so as not to 

interfere with entities in Canada, but there is unfortunately some significant interference VCOMM experiences 

from entities within Canada—specifically, taxi drivers within the city of Montreal. 

As to VCOMM’s current operating posture, the system itself exists in a dormant state until it is activated. To 

activate the system, an end user has to enter a specific dual-tone multiple frequency (DTMF) signal to activate 

the site(s) they need to utilize. The vast majority of the potential system users across the state do not have the 

knowledge to be able to do this. Once the system is activated, however, the user will use either a VHF or UHF 

“calling” channel to talk on the system. In addition to the calling channels, there are other VTAC and UTAC 

channels that are programmed into the radios of a number of agencies/entities across the state. The VHF 

channels are simplex in nature, which means the same channel is used to communicate back and forth to an 

end user, as opposed to duplex channels that utilize different frequencies to talk from dispatch to the field than 

what is used for the field to dispatch. The UHF channels are repeater using two frequencies, but users have the 

ability to talk in the simplex mode on the repeater output frequency, allowing users to bypass the repeater 

system. The UHF repeater output frequencies, including the calling channels, can be used to communicate in 

“talkaround” mode in the field; this means one field unit can talk directly to another field unit without actually 

using the network to transport the voice traffic. According to RTS staff, this is an issue that also inhibits the use 

of VCOMM and requires the system to be in dormant status until manually activated. Many field users regularly 

use the channels to communicate with each other, which creates a great deal of unnecessary voice traffic 

because the conversations often are not of an official nature and can continue for an extended amount of time. If 

the calling channels were to be left activated at the dispatch centers, this would create a lot of unnecessary 
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“chatter” for the dispatchers to deal with, which would probably result in the dispatchers turning the channel off 

or the volume down to zero. 

MCP also collected information pertaining to existing fiber-optic infrastructure within the state that could possibly 

be utilized in a future public safety communications system. This effort also included examining the state’s 

status in the BEAD program being administered by the NTIA. The State established the VCBB in 2021 under the 

Department of Public Service to administer the state’s participation in the BEAD program. Vermont is in line to 

receive approximately $229,000,000 in funding from NTIA for the deployment of high-speed internet service to 

currently unserved and underserved areas. The priority of the program is the deployment of fiber infrastructure 

to support internet service. The State will be working in 2025 to complete the process required under the 

program to receive the money and begin the deployment process. This effort will result in the further deployment 

of fiber in rural areas, which could possibly be utilized in support of a future public safety communications 

system. 

8 Cybersecurity 

 

 

 

 

 

 

 

 

 

 

 

The controls come from the Secure Controls Framework (SCF), an open-source, comprehensive and unified set 

of cybersecurity and privacy controls designed to simplify compliance and risk management across various 

regulatory and industry standards. It provides a structured approach to implementing and managing security 

measures, ensuring that organizations can meet multiple compliance requirements efficiently. SCF consolidates 

best practices from numerous frameworks, such as the National Institute of Standards and Technology (NIST) 

Cybersecurity Framework (CSF), the International Organization for Standardization (ISO) 27001, and General 

Data Protection Regulation (GDPR), offering a flexible and scalable solution to protect sensitive information, 

manage risks, and maintain regulatory compliance in a dynamic threat landscape. 

The SCF includes over 1,200 controls categorized into 33 total domains; however, only 15 domains are 

represented in the report as MCP prioritized the list of controls to the top 77, irrespective of domain. Scores of 

each domain were calculated based solely on the controls assessed. Since not all maturity levels apply to every 

control, the  
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• Operational inefficiencies and lack of strategic inclusion: Operational inefficiencies and a lack of 

strategic inclusion are a key area for improvement. Adhering to standards, implementing best 

practices, and fostering collaboration among public safety agencies to enhance operational 

efficiency and promoting inclusion of stakeholders in decision-making processes are needed. 

• Staffing shortages and inefficiencies: Staffing shortages and inefficiencies are a major challenge for 

public safety agencies. The industry standard requires a minimum of two qualified 

telecommunicators on duty at all times, . The 

findings support the need for a robust staffing strategy for adequate staffing levels to meet 

operational demands and maintain efficient service delivery. 

• Training gaps and dispatcher health and wellness: A need for effective statewide training 

requirements for both PSAPs and dispatch centers to equip public safety communications 

personnel with the necessary skills and knowledge to effectively provide call-taking and dispatch 

services was identified. Strategies to address dispatcher health and wellness, such as providing 

adequate support and resources, are needed. 

• Technological limitations and infrastructure issues: Technological limitations and infrastructure 

issues are significant barriers to effective communication. The findings support investing in modern 

technology and infrastructure upgrades to enhance the reliability, security, and interoperability of the 

public safety communications system. 

• Lack of failover/backup capabilities:  

 

 

The findings support a statewide minimum standard for failover and backup 

capabilities to allow for appropriate continuity of operations during normal day-to-day operations and 

times of disaster. 

• Fragmented public safety wireless environment:  Systems are operating across various technology 

platforms and frequency bands. While some digital, P25-compliant LMR networks exist, the majority 

of systems operate in analog mode, primarily in the UHF band for law enforcement and the VHF 

band for fire and EMS agencies. Limitations of commercial cellular coverage in rural and 

mountainous areas of the state contribute to the identified challenges. 

• Cybersecurity vulnerabilities: A critical need for a dynamic cybersecurity posture to protect sensitive 

data and ensure the resilience of the public safety communications system was identified. The 

evolving threat landscape highlights the need for continuous evaluation and adjustment of security 

measures. The findings support implementing real-time monitoring, regular threat assessments, and 

adaptive strategies to address emerging vulnerabilities. 

Addressing the findings in this report as part of the development of a system plan for the desired reliable, 

secure, and interoperable statewide public safety communications system will require a collaborative approach, 

involving stakeholders from various agencies and organizations.  

The next steps include a series of planning workshops to analyze and evaluate potential statewide public safety 

communications dispatch and subsequently develop preliminary and final system design models for developing 

a reliable, secure, and interoperable statewide public safety communications system.  
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This inventory and assessment should serve as a valuable resource for policymakers, agency leaders, and 

other stakeholders involved in public safety communications, providing a comprehensive overview of the current 

state of the system and outlining a roadmap for future efforts. In addition to leveraging the contents of this 

report, MCP urges stakeholders to prioritize their participation when opportunities to contribute to the 

development and implementation of a reliable, secure, and interoperable statewide public safety 

communications system are presented.  
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Appendix B: Single and Two Stage Call Handling 
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Appendix F: Industry Standards and Accrediting Organizations 

Throughout the country, communications centers adopt and use industry standards and best practices to assure 

the effectiveness of the center and that the best possible service is provided to citizens and first responders. 

Measurable standards create an objective view of 911 operations and provide for consistent interactions with 

the public and first responders.  

Standards and best practices most often used in communications centers are from APCO, NENA, and NFPA, 

each an American National Standards Institute (ANSI)-accredited standards development organization (SDO). A 

few of the more pertinent standards are referenced below. Responder accrediting associations that publish 

standards with applicable sections to communications centers include CALEA, the Commission on Fire 

Accreditation International (CFAI), and the Commission on Accreditation of Ambulance Services (CAAS). 

Standards Organizations 

APCO “is the world’s oldest and largest organization of public safety communications professionals … The 

Association supports its members – and the general public – by providing industry expertise, professional 

development, technical assistance, advocacy, and outreach.”31 APCO has undertaken many projects over the 

years. Two notable projects are P25, the development of standards for digital telecommunications technology, 

and Project 33, development of a telecommunications training standard. In Project 33, APCO collaborated with 

NENA to evaluate standardized training programs across the country. The information gathered helped APCO 

build the foundation for the Minimum Training Standards for Public Safety Telecommunicators© , which is the 

minimum standard used today.32 

NENA, a non-profit corporation, is dedicated to a “public made safer and more secure through universally 

available state-of-the-art 9-1-1 systems and trained 9-1-1 professionals.”33 NENA’s mission is to improve “9-1-1 

through research, standards development, training, education, outreach, and advocacy.”34 NENA has several 

topic-specific committees that develop communications center-related recommendations and standards and 

other information documents pertaining to communications center operations. NENA recommendations and 

standards give centers the tools needed to maintain a consistent level of service and work in relation to their 

peers in neighboring counties and states.  

NENA-STAA-020.1-2020, NENA Standard for 9-1-1 Call Processing, states, “Ninety percent (90%) of all 9-1-1 

calls arriving at the Public Safety Answering Point (PSAP) SHALL be answered within (≤ ) fifteen (15) seconds. 

Ninety-five (95%) of all 9-1-1 calls SHOULD be answered within (≤ ) twenty (20) seconds.”35  

NFPA is a self-funded nonprofit that “strives to help save lives and reduce loss with information, knowledge, and 

passion.”36 NFPA 1225, Standard for Emergency Services Communications, 2022 version, states "Ninety- [sic] 

percent of events received on emergency lines shall be answered within 15 seconds, and 95 percent of events 

shall be answered within 20 seconds."37 

 

31 https://www.apcointl.org/community/about/  
32 https://www.apcointl.org/~documents/standard/31032-2015-public-safety-telecommunicator/?layout=default . 
33 https://www.nena.org/page/Mission  
34 Ibid. 
35 “NENA Standard for 9-1-1 Call Processing” March 31, 2020, page 8 of 26. 
36 https://www.nfpa.org/news-blogs-and-articles/Blogs/2024/11/06/history-of-nfpa  
37 “NFPA 1225, Standard for Emergency Services Communications,” National Fire Protection Association, 2019, section 
15.4.1. 
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NFPA 1225 further defines call processing times, which begin when the call is answered and end when dispatch 

begins. Section 15.4.3 states, “Call processing time shall include the time from call answer to initial notification 

of the responding ERU38(s).” 

Section 15.4.4 states, “Emergency event processing for the highest prioritization level emergency events listed 

in 15.4.4.1 through 15.4.4.2 shall be completed within 60 seconds, 90 percent of the time.  

Section 15.4.4.1 states, “The following types of calls where there is an imminent threat to life shall be included in 

the highest prioritization level:  

(1)  Trauma (e.g., penetrating chest injury) 

(2)  Neurologic emergencies (e.g., stroke, seizure) 

(3)  Cardiac-related events 

(4)  Unconscious/unresponsive patients 

(5)  Allergic reactions 

(6)  Patient not breathing 

(7) Choking 

(8) Other calls as determined by the AHJ” 

Section 15.4.4.2 states, “The following types of calls where significant property loss/damage is likely or actively 

occurring shall be included in the highest prioritization level: 

(1)  Fire involving or potentially extending to a structure(s) 

(2) Explosion 

(3) Other calls as determined by the AHJ” 

NFPA 1225 does not address law enforcement call processing and dispatching times, allowing jurisdictions to 

“determine time frames allowed for completion of dispatch.” 

NFPA 1710, Standard for the Organization and Deployment of Fire Suppression Operations, Emergency 

Medical Operations, and Special Operations to the Public by Career Fire Departments, provides time standards 

that include processing times (applicable to the communications center) as well as turnout, travel, and total 

response times (applicable to the responding organization). While the communications is not responsible for the 

organization’s response times, it does contribute to the Total Response Time, defined as the “time interval from 

the receipt of the alarm at the primary PSAP to when the first emergency response unit is initiating action or 

intervening to control the incident.”39 

 

38 Emergency response unit 
39 NFPA 1710 Standard Development 
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Note: While NFPA 1710 references NFPA 

1221 for alarm answering and 

processing times, the standards no 

longer align. NFPA 1221 was combined 

with NFPA 1061 into NFPA 1225, which 

was published in 2022. NFPA 1710, with 

the current edition of 2020, is being 

consolidated into NFPA 1750. Thus 

NFPA 1225 is applicable for the PSAP’s 

call answering and processing times 

while NFPA 1710 is applicable for the 

response organization’s times, which are 

shown in the graphic to the right 

(excerpted from Section 4.1.2.1). 

 

 

 

NFPA 1225, Chapter 15, sets forth the standards for Operations; Section 1 addresses management.  

15.1.1 states, “All system operations shall be under the control of a manager, director, or supervisor of the 

jurisdiction served by the system.  

15.1.3 states, “Personnel in supervisory roles shall receive supervisory training as defined by the AHJ.” (AHJ is 

defined as the Authority Having Jurisdiction.) 

15.1.4 states, “The AHJ shall be responsible for initial and ongoing training in supervisory skills of personnel in 

supervisory roles.” 

Chapter 15, Section 3, addresses staffing. 

15.3.1 states, “There shall be a minimum of two qualified telecommunicators  on duty and present in the 

communications center at all times.” 

15.3.4 states, “Supervision shall be provided when more than two telecommunicators are on duty.” 

Annex A provides further explanation. A.15.3.4 states, “The supervisor position(s) in the communications center 

are provided in addition to the telecommunicators [sic] positions. Although supervisory personnel are intended to 

be available for problem solving, the supervisor position is permitted to be a working position.” 

15.3.4.1 states, “Supervision shall be provided by personnel located within the communications center who are 

familiar with the operations and procedures of the communications center.” 

15.3.4.2 states, “The supervisor shall be allowed to provide short-term relief coverage for a telecommunicator, 

provided that the telecommunicator does not leave the communications center and is available for immediate 

recall as defined in the policies and procedures of the AHJ.” 

Accrediting Organizations 

Accrediting organizations also develop standards with which agencies applying for respective accreditation must 

comply.  
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APCO’s Agency Training Program Certification, an initiative of Project 33®, provides a way for public safety 

agencies to certify that their training programs meet APCO American National Standards (ANS). An agency’s 

curriculum, training materials and supporting documentation are reviewed and checked for compliance.40 

CALEA, a “credentialing authority through the joint efforts of law enforcement's major executive associations”41 

accredits law enforcement agencies and communications centers. CALEA’s accreditation programs each 

"promulgates standards that reflect best practices for public safety agencies.”42  

CALEA standards define what needs to be done, not how agencies are to accomplish it.  

CALEA accreditation for law enforcement requires active participation from the respective communications 

center serving the agency as there is an entire chapter (Chapter 81) dedicated to communications.43  

CALEA accreditation for communications centers was developed jointly with APCO and contains 208 standards 

related to the organization; direction and supervision; human resources; recruitment, selection, and promotion; 

training; operations; and critical incident, special operations, and homeland security. 

CFAI administers the Center for Public Safety Excellence (CPSE)’s accreditation program for fire and 

emergency service organizations. The mission of the CPSE, a nonprofit corporation, is to “lead the fire and 

emergency service to excellence through the continuous quality improvement process of accreditation, 

credentialing, and education.”44 The CFAI has noted that its accreditation process provides a well-defined 

benchmark system to measure the quality of fire and emergency services. 

There is a substantial connection between a community’s Insurance Services Office (ISO)45 Public Protection 

Classification (PPC) rating and their commercial and residential insurance rates. 

The Fire Suppression Rating Schedule (FSRS), previously under the ISO, evaluates four primary categories of 

fire suppression: fire department, emergency communications, water supply, and community risk reduction. The 

FSRS “measures the major elements of a community’s fire protection system and develops a numerical grading 

called a Public Protection Classification.”46 Ten points are available for emergency communications. The review 

focuses on the community's facilities and support for handling and dispatching alarms for structure fires. 

Verisk notes: 

We base our evaluations on nationally recognized standards developed by the Association 

of Public-Safety Communication Officials International (APCO) and the National Emergency 

Number Association (NENA). Verisk works very closely with APCO, NENA, the National Fire 

Protection Association (NFPA), county coordinators, directors, and staff at the 

communications centers we survey. We've found that the most critical factor in responding to 

emergencies is telecommunicators. Having a sufficient number of well-trained 

 

40 https://www.apcointl.org/services/agency-training-program-certification/  
41 https://www.calea.org/  
42 https://www.calea.org/accreditation-programs  
43 https://www.calea.org/node/11406  
44 https://cpse.org/cpse-overview/. 
45 “Verisk, ISO’s parent company, is unifying all its insurance business … under the Verisk brand.” Verisk Community Hazard 
Mitigation Services | Verisk's Community Hazard Mitigation Services (isomitigation.com) 
46 “The Public Protection Classification (PPC®) program provides important, up-to-date information about municipal fire 
protection services in each community we serve … In each of those protection areas, we analyze the relevant data and 
assigns a Public Protection Classification - a grading from 1 to 10. Class 1 generally represents superior property fire 
protection, and Class 10 indicates that the area's fire suppression program does not meet our minimum criteria.” How the 
Program Works | PPC | Verisk's Community Hazard Mitigation Services (isomitigation.com)  
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telecommunicators can make all the difference when responding to an emergency, and our 

evaluation gives this component the weight it deserves.47 

Thus, fire department accreditation and ISO ratings rely on communications center compliance. 

CAAS is the accrediting body for ambulance services. CAAS is an independent commission that “established a 

comprehensive series of standards for the ambulance service industry.”48 The CAAS standards are designed to 

help increase operational efficiency and decrease risk and liability across the entire spectrum of the 

organization, often exceeding standards established at the local or state level. While CAAS does not accredit 

communications centers,, Section 204 of the standards addresses communications centers, stating, “efficient 

call taking, effective resource deployment, and continuous communications capabilities are required to maintain 

an effective EMS agency.”49 There are seven applicable areas within Section 204: 

204.01 – Policies and Procedures 

204.02 – Contingency Plans 

204.03 – Preventive Maintenance 

204.04 – Training 

204.05 – Licensure 

204.06 – Communications Inter-Agency Dialogue 

204.07 – Communications Performance Improvement 

Protocols / Guidecards 

The International Academies of Emergency Dispatch (IAED) define a protocol as “a highly-defined procedure 

placed into a reference system…designed to lead the call taker through a predictable, repeatable, and verifiable 

process for a specific situation.”50 “Protocols have become an integral part of modern day, emergency dispatch 

operations. Protocols reduce variance, ensure a continuity of care, reduce liability, standardize response 

decisions, and provide a basis for performance measurement and quality improvement efforts.”51  

APCO refers to its call-taking and dispatching system as guidecards, which serve the same purpose. 

Protocols (or guidecards) involve a set of scripted questions designed to elicit as much information from the 

caller as possible.52 At case entry, essential information is gathered in a standardized format, including the 

address of the incident, the caller’s phone number and name, and the problem. Once the problem or chief 

complaint has been identified, questioning continues to help assess scene safety, prioritize the response, select 

appropriate instructions for the caller, and provide pertinent information for responders. The questions are 

designed to be asked verbatim and in order. Where the answer is obvious, questions may be skipped. Post-

 

47 https://www.isomitigation.com/emergency-communications/.  
48 http://www.caas.org/about/. 
49 http://www.caas.org/caas-standards/content-summaries. 
50 The National Academies of Emergency Dispatch® (2011) Emergency Telecommunicator Course Manual, Edition 3. Salt 

Lake City, Utah: Priority Press. 
51 “Protocol Use in Emergency Dispatch: An Evolving Standard of Care,” 9-1-1 Magazine.com, May 13, 2011, 
http://dispatchingdiscussions.blogspot.com/2013/05/protocol-use-in-emergency-dispatch.html. 
52 While there are numerous vendors for dispatch protocols, the terminology and information referenced is from Priority 

Dispatch; other vendors may have slightly differing terms and sequencing.  
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dispatch instructions are designed to ensure responders’ and the caller’s safety. If necessary, pre-arrival 

instructions—potentially life-saving, scripted instructions—are provided. 

Quality Assurance  

• Establishment of a Quality Assurance and Quality Improvement Program for Public Safety 

Answering Points 

­ “This standard defines the recommended minimum components of a Quality 

Assurance/Quality Improvement (QA/QI) program within a public safety communications 

center. It recommends effective procedures for implementing the components of the QA/QI 

program to evaluate the performance of public safety communications personnel."53 

• Core Competencies and Minimum Training Standards for Public Safety Communications Quality 

Assurance Evaluators (QAE) 

­ “This standard identifies the core competencies and minimum training requirements for 

Public Safety Communications Quality Assurance Evaluators (QAE). The QAE administers 

the Quality Assurance/Quality Improvement (QA/QI) process by providing compliance 

oversight, reviewing, and documenting an evaluation of the level of compliance with Agency 

directives and standards in an ongoing effort to ensure the highest levels of service to the 

public and emergency responders.”54 

APCO and NENA’s joint standard is the Standard for the Establishment of a Quality Assurance and Quality 

Improvement Program for Public Safety Answering Points (APCO/NENA ANS 1.107.1.2015). Section 5.4.1 

states the QA/QI “process shall adequately measure the quality and performance of the service provided. This 

process includes, but is not limited to, the following criteria: 

5.4.1.1 Analysis of performance trends; 

5.4.1.2 Compliance to protocols and standard operating procedures; 

5.4.1.3 Customer Service; 

5.4.1.4 Optimizing the use of agency resources; 

5.4.1.5 Overall performance of each employee; and 

5.4.1.6 Reviewing the operation as a whole”55 

Section 5.3.1 states “The Agency shall ensure a sufficient number of case reviews are conducted for both call-

taking and radio dispatch responsibilities of a telecommunicator.”56 Section 5.3.1.2 further states that “PSAP 

agencies shall, in the normal course of business, review at least 2% of all calls for service. Where the 2% factor 

would not apply or be overly burdensome due to low or excessively high call volumes, agencies must decide on 

realistic levels of case review.”57  

CALEA requires a “documented quality checks of employees’ call taking and dispatch performance,” but does 

not address the percentage of reviews.  

 

53 https://www.apcointl.org/standards/standards-to-download/.  
54 https://www.apcointl.org/standards/standards-to-download/. 
55 https://www.apcointl.org/standards/apco-standards-for-download.html, page 23. 
56 Ibid., page 22. 
57 Ibid. 
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NFPA 1225, Section 15.7 states, “Communications centers shall establish a quality assurance/improvement 

program to ensure the consistency and effectiveness of event processing.”58 Explanatory material in Annex A 

states, “The purpose of the quality assurance program is to follow up and review calls with communications 

center employees, improve procedures, and make the corrections needed to improve service and response. 

Generally accepted statistical methods should be used when selecting calls for review.”59  

Training 

APCO’s Minimum Training Standards for Public Safety Telecommunicators, APCO ANS 3.103.2.2015, 

“identifies minimum training requirements for both new and veteran Public Safety Telecommunicators. This 

position is typically tasked with receiving, processing, transmitting, and conveying public safety information to 

dispatchers, law enforcement officers, firefighters, emergency medical and emergency management personnel. 

This document seeks to define training in certain knowledge and skills for the Agency to provide to 

Telecommunicators.”60 

APCO “recognizes the need to supplement these core competencies with Agency-specific information. [The] 

standard should be accepted as independent and stand-alone from standards addressed elsewhere. 

Supervisors should be cognizant of other APCO standards and other relevant standards such as The National 

Fire Protection Association’s (NFPA) standards, The Commission on Accreditation for Law Enforcement 

Agencies (CALEA) standards, etc.”61 

CALEA’s Standards for Public Safety Communications Agencies has a section pertaining to training.  

Standard 5.2.1 states: 

The agency requires all newly hired telecommunicators to complete a training program prior 

to routine assignment in any capacity in which the telecommunicator is allowed to answer 

calls for service or is in a position to make dispatching decisions …62 

Standard 5.2.2 states: 

A written directive establishes a telecommunicator training program for new hires including 

both classroom training and on the job training, which includes provisions for the following: 

a. curriculum based on tasks of the most important and frequent assignments; 

b. use of evaluation techniques and guidelines designed to measure competency in the 

required skills, knowledge, and abilities; 

c. on the job training of at least four weeks for trainees, during and/or after the required 

classroom training; and 

d. provisions for training and orientation of lateral-entry personnel.63 

 

58 “NFPA 1221 Standard for the Installation, Maintenance, and Use of Emergency Services Communications Systems,” 
National Fire Protection Association, 2019, http://www.nfpa.org/codes-and-standards/all-codes-and-standards/list-of-codes-
and-standards/detail?code=1221. 
59 Ibid. 
60 “Abstract,” Minimum Training Standards for Public Safety Telecommunicators, page 2 of 37. 
https://www.apcointl.org/download/minimum-training-standards-for-public-safety-telecommunicators-3/?wpdmdl=6288.  
61 Ibid. page 11 of 37. 
62 Standards for Public Safety Communications Agencies. CALEA. Section 5.2 Training. 
63 Ibid. 
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Commentary for standard 5.2.2 advises that the “entry-level classroom training should meet the requirements 

established in APCO’s ‘National Public Safety Telecommunicator Training Standard’ (#33), or another similar 

program.”64 

Standard 5.2.6 requires annual retraining, while standard 5.2.10 identifies the activities for specialized training. 

Standard 5.2.12 addresses job-related training for newly promoted personnel. 

NFPA 1225 has a section pertaining to telecommunicator qualifications and training. 

15.2  Telecommunicator Qualifications and Training. 

15.2.1  Telecommunicators shall meet the qualification requirements of Chapters 4 through 

11 as appropriate for their position. 

15.2.2*  Telecommunicators shall be certified in the knowledge, skills, and abilities related to 

their job-related function. 

15.2.2.1 The certification program shall have a skill maintenance component for recertification 

as defined by the certifying organization. 

15.2.3  Telecommunicators shall be trained in general emergency service operations and 

shall have access to information regarding the following: 

(1) Locations of streets 

(2) Locations of important structures, including schools, hospitals, and other buildings 

with a high life hazard 

(3) Locations of congested or hazardous areas 

15.2.4  Telecommunicators shall have operational knowledge of the functions of 

communications equipment, systems, and networks in the communications center. 

15.2.5  Telecommunicators shall know the rules and regulations that relate to equipment use, 

including those of the Federal Communications Commission that pertain to 

emergency service radio use. 

15.2.6  The AHJ shall be responsible for providing training to maintain the skill levels of 

telecommunicators to the level appropriate to their position as identified in Chapters 4 

through 11,  and Section 15.2. 

15.2.7  Telecommunicators shall be trained in TDD/TTY procedures, with training provided at 

a minimum of every 6 months. 

15.2.8  Telecommunicators shall receive training on the CEMP, including the TICP, at least 

annually. 

Annex A, Explanatory Material, provides clarification regarding 15.2.2. 

The AHJ can develop a certification program or use the certification programs of others. 

Examples of other certification programs are Associated Public Safety Communications 

Officials International, International Municipal Signal Association, and National Academies of 

Emergency Dispatch and Power Phone. 

 

64 Ibid. 
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Continuing Education 

APCO’s Minimum Training Standards for Public Safety Telecommunicators, Section 2.3.7 states, “[t]he Agency 

shall require and ensure no less than twenty-four hours of continuing education or recurrent training for each 

Telecommunicator annually.”65  

CALEA’s Standards for Public Safety Communications Agencies, Standard 5.2.6 requires all public safety 

agency personnel to complete annual retraining.  

Vermont Statutes and Rules on Communications 

The Vermont Enhanced 911 Board provides a webpage for states, rules, and standards: 

https://e911.vermont.gov/statutes-and-rules  

 

  

 

65 “Training Program Administration,” Minimum Training Standards for Public Safety Telecommunicator,” APCO 
International, page 18. https://www.apcointl.org/standards/standards-to-download/. 
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Appendix G: Staffing Factors and Approach 

Collectively, call-takers and dispatchers are often referred to as telecommunicators or, recently, public safety 

telecommunicators (PSTs)—a more common term in a bid to better define their significance to the public safety 

realm. The National Emergency Number Association (NENA) defines a telecommunicator as follows: 

An emergency response coordination professional trained to receive, assess, and prioritize 

emergency requests for assistance, including, but not limited to:  

• Determining the location of the emergency being reported 

• Determining the appropriate law enforcement, fire, emergency medical, or 

combination of those emergency services to respond to the emergency 

• Coordinating the implementation of that emergency response to the location of the 

emergency 

• Processing requests for assistance from emergency responders.66 

The National Fire Protection Association (NFPA) defines a telecommunicator, generically, as follows: 

An individual whose primary responsibility is to receive, process, or disseminate information 

of a public safety nature via telecommunication devices.67 

NFPA 1225, Standard for Emergency Services Communications, Section 3.3.101, Public Safety 

Communications Center Personnel, provides more detailed definitions of several emergency communications 

center positions, including Public Safety Telecommunicator I (Call Taker) and Public Safety Telecommunicator II 

(Radio Dispatcher). Section 3.3.103 defines a qualified telecommunicator. 

NENA and the Association of Public-Safety Communications Officials (APCO) International both have tools to 

assist in determining baseline staffing. Communications center data is measured and used as a basis for 

projecting the number of call-takers, dispatchers, and supervisors required to adequately handle call and 

incident volumes and meet and/or exceed national and/or state call-answering standards. Two approaches to 

staffing calculations are volume- and coverage-based positions. 

• Volume-based is dependent on the respective activity levels in the center, which determine the 

employees needed to fill a position. In essence, the workload (e.g., incoming calls and incidents) 

determines the number of individuals that should be scheduled each shift to handle the volume of 

work. 

• Coverage-based refers to a position that must be staffed regardless of the volume of work at the 

respective position. The position could be staffed 24/7 or just for certain hours of the day. 

For most communications centers, dispatch positions are typically coverage-based positions. 

Conversely, call-take positions, without dispatch responsibilities, are likely to be volume-based positions—

meaning the number of staff necessary to answer incoming calls may fluctuate based on historical incoming call 

data. There is often a greater need during business hours and early evening hours, for example, than overnight 

 

66 Telecommunicator - NENA Knowledge Base 
67 NFPA 1225: Standard for Emergency Services Communications 
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hours. While this specific level of detail requires greater breakdowns of the call data, it is a snapshot in time—

any hour of the day can be the busiest.  

 

In addition to position types (coverage or volume), other factors play a role in forecasting staffing, including 

available work hours, utilization, and turnover rates. 

Available work hours. This is simply the number of hours a telecommunicator is available to work during a year. 

It is necessary to determine the number of days in 12 months that an employee is scheduled to work. 

Telecommunicators working an 8-hour shift will normally work 260 days (2,080 hours) based on a 40-hour work 

week. Those working a 12-hour shift will normally work 182 days (2,184 hours), based on a 4-on/4-off schedule 

or the common 2-on/2-off/3-on/2-off/2-on/3-off schedule. Other schedules yield similar work hours.  

Subtracted from this figure is any time that a telecommunicator is away from their assigned duties. This time 

includes vacation/holiday, sick and personal leave; training; military leave; and other activities. (Each leave 

category is averaged for all telecommunicators for 12 months.) The result is the work hours (net) an employee is 

available to work during a calendar year. 

Utilization. Utilization is, simply, the proportion of available time that something is operating. In staffing 

calculations, utilization measures the percentage of time that staff (telecommunicators and supervisors) are 

available to work each shift. This is calculated by taking a respective shift length and subtracting the time 

allotted away from a position during the shift, such as for meals and breaks, and for ancillary duties not related 

to call-taking and dispatching. Some agencies also include a buffer to allow staff to decompress or debrief after 

stressful calls, this is specific to an agency. The resulting calculation is the utilization rate—the percentage of 

time each shift that staff are available to do their respective job. The utilization rate is then applied to the 

available work hours to determine the true availability of a telecommunicator. 

Turnover and Retention. Turnover is often referred to as attrition, but there is a distinct difference. Simply put, 

when turnover occurs, the organization seeks someone to fill the position; with attrition, the vacancy is left 

unfilled, or the position is eliminated altogether. Turnover is usually sudden and unanticipated, whereas attrition 

can be anticipated, such as a retirement. The formulas to calculate turnover and attrition are the same. 

APCO commissioned a study of communications centers across the country “to address the chronic problems of 

understaffing and turnover that exist within the field of emergency communications.”68 The 2018 study found the 

average retention rate was 71%, for a turnover rate of 29%.  

Performance metrics. Performance metrics measure the operational efficiency of a communications center with 

targeted goals and established standards. Throughout the country, communications centers adopt and use 

industry standards and best practices to assure the effectiveness of the agency and that the best possible 

service is provided to citizens and first responders. Measurable standards create an objective view of 911 

operations and provide for consistent interactions with the served public and first responders. The most common 

metric involves the average time it takes a communications center to answer its incoming emergency calls. 

Communications centers typically try to align their call-answering goals to either NENA or NFPA standards, 

absent a state standard.  

 

68 “Project Responsive Efforts To Address Integral Needs in Staffing (RETAINS): Staffing and Retention in Public Safety 
Answering Points (PSAPs): A Supplemental Study.” APCO Project Retains, APCO International. 
https://www.apcointl.org/resources/staffing-retention/project-retains/  
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NENA-STA-020.1-2020, NENA Standard for 9-1-1 Call Processing, states, “Ninety percent (90%) of all 9‑1‑1 

calls arriving at the Public Safety Answering Point (PSAP) SHALL be answered within (≤) fifteen (15) seconds. 

Ninety-five (95%) of all 9-1-1 calls SHOULD be answered within (≤) twenty (20) seconds.”69  

NFPA 1225, Standard for Emergency Services Communications, states, “Ninety-percent of events received on 

emergency lines shall be answered within 15 seconds, and 95 percent of events shall be answered within 20 

seconds.”70  

NFPA 1225 further defines call processing times, which begin when the call is answered and end when dispatch 

begins. Section 15.4.3 states, “Call processing time shall include the time from call answer to initial notification 

of the responding ERU71(s).” 

Section 15.4.4 states, “Emergency event processing for the highest prioritization level emergency events listed 

in 15.4.4.1 through 15.4.4.2 shall be completed within 60 seconds, 90 percent of the time.  

Section 15.4.4.1 states, “The following types of calls where there is an imminent threat to life shall be included in 

the highest prioritization level:  

(1)  Trauma (e.g., penetrating chest injury) 

(2)  Neurologic emergencies (e.g., stroke, seizure) 

(3)  Cardiac-related events 

(4)  Unconscious/unresponsive patients 

(5)  Allergic reactions 

(6)  Patient not breathing 

(7) Choking 

(8) Other calls as determined by the AHJ” 

Section 15.4.4.2 states, “The following types of calls where significant property loss/damage is likely or actively 

occurring shall be included in the highest prioritization level: 

(1)  Fire involving or potentially extending to a structure(s) 

(2) Explosion 

(3) Other calls as determined by the AHJ” 

NFPA 1225 does not address law enforcement call processing and dispatching times, allowing jurisdictions to 

“determine time frames allowed for completion of dispatch.” 

NFPA 1710, Standard for the Organization and Deployment of Fire Suppression Operations, Emergency 

Medical Operations, and Special Operations to the Public by Career Fire Departments, provides time standards 

that include processing times (applicable to the communications center) as well as turnout, travel, and total 

response times (applicable to the responding organization). While the communications is not responsible for the 

organization’s response times, it does contribute to the Total Response Time, defined as the “time interval from 

 

69 “NENA Standard for 9-1-1 Call Processing,” National Emergency Number Association,” April 16, 2020, page 8 of 26. 
https://cdn.ymaws.com/www.nena.org/resource/resmgr/standards/nena-sta-020.1-2020 911 call.pdf 
70 NFPA 1225: Standard for Emergency Services Communications 
71 Emergency response unit 
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the receipt of the alarm at the primary PSAP to when the first emergency response unit is initiating action or 

intervening to control the incident.”72 

Note: While NFPA 1710 references NFPA 

1221 for alarm answering and 

processing times, the standards no 

longer align. NFPA 1221 was combined 

with NFPA 1061 into NFPA 1225, which 

was published in 2022. NFPA 1710, with 

the current edition of 2020, is being 

consolidated into NFPA 1750. Thus 

NFPA 1225 is applicable for the PSAP’s 

call answering and processing times 

while NFPA 1710 is applicable for the 

response organization’s times, which are 

shown in the graphic to the right 

(excerpted from Section 4.1.2.1). 

 

 

 

Another factor that involves communications centers pertains to insurance ratings for their area. There is a 

substantial connection between a community’s Insurance Services Office (ISO)73 Public Protection Classification 

(PPC) rating and their commercial and residential insurance rates. 

The Fire Suppression Rating Schedule (FSRS), previously under the ISO, evaluates four primary categories of 

fire suppression: fire department, emergency communications, water supply, and community risk reduction. The 

FSRS “measures the major elements of a community’s fire protection system and develops a numerical grading 

called a Public Protection Classification.”74 Ten points are available for emergency communications. The review 

focuses on the community's facilities and support for handling and dispatching alarms for structure fires. 

Verisk notes: 

We base our evaluations on nationally recognized standards developed by the Association 

of Public-Safety Communication Officials International (APCO) and the National Emergency 

Number Association (NENA). Verisk works very closely with APCO, NENA, the National Fire 

Protection Association (NFPA), county coordinators, directors, and staff at the 

communications centers we survey. We've found that the most critical factor in responding to 

emergencies is telecommunicators. Having a sufficient number of well-trained 

 

72 NFPA 1710 Standard Development 
73 “Verisk, ISO’s parent company, is unifying all its insurance business … under the Verisk brand.” Verisk Community Hazard 
Mitigation Services | Verisk's Community Hazard Mitigation Services (isomitigation.com) 
74 “The Public Protection Classification (PPC®) program provides important, up-to-date information about municipal fire 
protection services in each community we serve … In each of those protection areas, we analyze the relevant data and 
assigns a Public Protection Classification - a grading from 1 to 10. Class 1 generally represents superior property fire 
protection, and Class 10 indicates that the area's fire suppression program does not meet our minimum criteria.” How the 
Program Works | PPC | Verisk's Community Hazard Mitigation Services (isomitigation.com)  
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telecommunicators can make all the difference when responding to an emergency, and our 

evaluation gives this component the weight it deserves.75 

Another metric is the abandoned call rate. An abandoned call is defined by NENA as “An emergency Call in 

which the caller disconnects before the Call can be answered by the PSAP (Public Safety Answering Point).”76  

Every center will experience abandoned calls; the goal is to keep them as low as possible. There are many 

reasons for abandoned calls, including those who “pocket dial,” realize they have misdialed, or become 

frustrated waiting for an answer and hang up. When telecommunicators are on another line, incoming calls 

cannot be answered right away. Regardless of the reason, this creates additional work as staff must try to re-

establish contact with the caller to determine if there is an actual emergency.  

There is no industry metric for a “normal” number of abandoned calls. In MCP’s experience, an abandoned call 

rate of 8% percent or less is attainable when a communications center is appropriately staffed. In the 2024 

Talkdesk global contact center KPI benchmarking report, the average abandonment rate in 2023 was 9.3%. 

Talkdesk noted: “Due to the significant increase in calls and agent attrition rates in 2023, contact centers had to 

work hard to keep up with call volume.”77 MetricNet, a performance benchmarking company in McLean, Virginia, 

for IT and call centers, notes that “[b]enchmarking data shows that the optimal range for abandoned calls is 

between 4% and 7% ... Industry data from MetricNet’s benchmarking database shows that the average call 

abandonment rate for all service desks is 8.7%, which is slightly above the optimal range.”78 While the focus of 

these companies is on the service industry, not the 911 industry, there is a correlation between the two—the 

industries are answering calls from the public in response to their stated mission or objective. 

 

 

Typically, MCP uses the NENA staffing tool to forecast dispatch requirements and the NENA staffing tool in 

concert with Erlang C79 calculations to forecast call-handling requirements. The NENA and APCO staffing tools 

both yield baseline requirements—no single algorithm estimates staffing requirements, and it is not as simple as 

“plugging in numbers.” It is a layering process of baseline determinants, shift dynamics, operational 

configurations, the application of industry trends, and industry subject-matter expertise, yielding a 

recommendation from an objective third party. Common sense and experience play a significant role in staffing 

configurations. There is no “best” method for determining appropriate staffing levels. Using multiple methods, 

and comparing results, combined with industry experience, is a best practice that can yield repeatable and 

verifiable results. Ultimately, final staffing determinations are with an agency as proper staffing is finding the 

balance between service-level expectations and fiscal constraints. 

 

  

 

75 “Emergency Communications,” ISO Mitigation, 2018, https://www.isomitigation.com/emergency-communications/.  
76 Abandoned Call - NENA Knowledge Base 
77 Talkdesk is a cloud contact center. Contact Center KPI Benchmarking Report 2024 - Reports | Talkdesk 
78 “Call Abandonment Rate,” MetricNet, May 23, 2012, https://www.metricnet.com/call-abandonment-rate/ . 
79 Erlang C calculations use a mathematical equation to determine the number of call-takers needed based on the number of 
incoming calls, the service level to be achieved, and the time it takes to process each call. 








