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Classification Definition

Level 5
Emergency
(Black)

Poses an immediate threat to the provision of 
wide-scale critical infrastructure services, 
government stability, or the lives of Vermonters

Level 4
Severe
(Red)

Likely to result in a significant impact to public 
health or safety, economic security, civil liberties, 
or public confidence

Level 3
High
(Orange)

Likely to result in a demonstrable impact to public 
health or safety, economic security, civil liberties, 
or public confidence

Level 2
Medium
(Yellow)

May impact public health or safety, economic 
security, civil liberties, or public confidence

Level 1
Low
(Green)

Unlikely to result in a demonstrable impact to 
public health or safety, economic security, civil 
liberties, or public confidence

Level 0
Baseline
(White)

Unsubstantiated or inconsequential event
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